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KiSISEL VERILERIN SAKLANMASI VE iMHA POLITIKASI

1. GIRIS

Gerek kamu kurumlan gerekse 6zel kuruluslar tarafindan gergek kisilere ait bilgilere erisim agik
olmakla birlikte erisim ayni zamanda olduk¢a kolaydir. Kisisel verilerin korunmasi, son dénemlerde
ortaya c¢ikan teknolojik gelismeler ve dijital cagin getirileri dogrultusunda 6nem kazanmaya devam

etmektedir.

Bu dogrultuda 1970’li yillarda baslamis olmakla birlikte, oncelikli olarak uluslararasi ve sonrasinda
ulusal duzenlemeler ile kisisel verilerin korunmasina yonelik calismalar ginimuzde de
yuratilmektedir. Anayasa’nin 20. maddesine eklenen fikra ile kisisel verilerin korunmasini isteme
hakki Glkemizde anayasal bir hak olarak teminat altina alinmigtir. Bu kapsamda ve Turk Ceza
Kanunu’nda yapilan duzenlemelerin ardindan, taslak halinde olan 6698 sayili Kigisel Verilerin
Korunmasi Kanunu (“KVKK” ya da “KVK Kanunu”) Tirkiye Cumbhuriyeti Buyuk Millet Meclisi
tarafindan kabul edilmis ve 7 Nisan 2016 tarih ve 29677 sayili Resmi Gazete’de yayimlanarak

yurirlige girmistir.

YPS Otomotiv Sanayi ve Ticaret Anonim Sirketi hukuka, kanuna ve yasal duzenlemelere uyumlu
hareket etmeyi benimsemis bir sirket olarak KVK Kanununa da dogan yukumliliklerini yerine
getirerek kisisel verilerin korunmasi ve glivenliginin saglanmasi adina gerekli adimlar atmistir. Bu
kapsamda kapsaminda kisisel verilerin korunmasina iliskin tedbirler uygulamaya gecirilmis ve ishbu
Kisisel Verilerin Saklanmasi ve imhasi Politikasi, YPS Otomotiv Sanayi ve Ticaret Anonim Sirketi

tarafindan yuruarlige konulmustur.

2. AMAC VE KAPSAM

isbu Kisisel Verilerin Saklanmasi ve imhasi Politikasinin (“Saklama ve imha Politikasi”) amaci; YPS
Otomotiv Sanayi ve Ticaret Anonim Sirketi (“Sirket”) tarafindan tamamen veya kismen otomatik
olan ya da herhangi bir veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollar ile
6698 sayili Kisisel Verilerin Korunmasi Kanununa ve diger ilgili yasal mevzuatlara uygun olarak
islenen kisisel verilerin islendikleri amag icin olan azami surelerinin belirlenmesi ve Sirket

tarafindan uygulanan saklama ve imha faaliyetlerine iligkin usul ve esaslarin belirlenmesidir.

Dokiiman No: PLT20/ Yay.Tar.: 19.01.2026 / Rev.Tar.: 29.01.2026 / Rev.No. 01 / Sayfa No. 1/ 31 | Gizlilik CO



i YOUR
| | PREFERRED
L SUPPLIER
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isbu Saklama ve imha Politikas’nda, 28 Ekim 2017 tarihinde vyiiriirliige giren Kisisel Verilerin
Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi hakkindaki Yonetmeligin (“Yonetmelik”)
6’nci maddesinde yer alan veri glivenligini saglamak i¢in ainmis teknik ve idari tedbirlere de yer

verilmektedir.

YPS Otomotiv Sanayi ve Ticaret Anonim Sirketi, Veri Sorumlusu olarak calisan adaylarinin,
calisanlarinin, tedarikgilerinin, musterilerinin ve ziyaretgilerinin kigisel verilerini elektronik ve
elektronik olmayan kayit ortamlarinda saklanmasinda ve s6z konusu igleme sebeplerinin ortadan
kalktiginda kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirmesinde isbu Politikayi

uygulamaktadir.

3. TANIMLAR
Acik Riza Belirli bir konuya iliskin, bilgilendirilmeye dayanan ve 6zgur iradeyle
aciklanan riza.
Alici Grubu Veri sorumlusu tarafindan kigisel verilerin aktarildigl gercek veya tlzel

kisi kategorisi.

Anonim Hale

Kisisel verilerin, baska verilerle eslestirilerek dahi hicbir surette kimligi

Getirme belirli veya belirlenebilir bir gergek kisiyle iligkilendirilemeyecek héle
getirilmesi.

iLgili Kisi/Veri Kisisel verisi islenen gercek kisi.

Sahibi

Ilgili Kullanici

Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden
sorumlu olan kisi ya da birim haric olmak Ulzere veri sorumlusu
organizasyonu icerisinde veya veri sorumlusundan aldig yetki ve talimat
dogrultusunda kisisel verileri isleyen gercek veya tlizel kisilerdir.

KVKK/KVK 6698 Sayili Kisisel Verilerin Korunmasi Kanunu.

Kanunu

Karartma Kisisel verilerin bltununtn, kimligi belirli veya belirlenebilir bir gercek
kisiyle iliskilendirilemeyecek sekilde Ustlerinin ¢izilmesi, boyanmasi ve
buzlanmasi gibi islemleri ifade etmektedir.

Kayit Ortami Tamamen veya kismen otomatik olan ya da herhangi bir veri kayit

sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla islenen
kisisel verilerin bulundugu her turlu ortam.
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Kisisel Veri

Kimligi belirli veya belirlenebilir gercek kisiyle eslestirilebilen her tirlu
bilgi.

Kisisel Verilerin
imhasi

Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi.

Kisisel Veri
isleme Envanteri

Veri sorumlusu olarak is slreclerine bagl olarak gerceklestirmekte
oldugumuz kisisel verileri isleme faaliyetlerini; kigisel verileri igleme
amaclari, veri kategorisi, aktarilan alici grubu ve veri konusu kisi grubuyla
iliskilendirerek olusturdugumuz ve kigisel verilerin iglendikleri amaclar
icin gerekli olan azami sureyi, yabanci tlkelere aktarimi dngorilen kisisel
verileri ve veri guvenligine iliskin alinan tedbirleri detaylandiran
envanterimiz.

Kisisel Verilerin

Islenmesi

Kisisel verilerin tamamen veya kismen otomatik olan ya da herhangi bir
veri kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla
elde edilmesi, kaydedilmesi, depolanmasi, muhafaza edilmesi,
degistirilmesi, yeniden duzenlenmesi, aciklanmasi, aktarilmasi,
devralinmasi, elde edilebilir hale getirilmesi, siniflandirilmasi ya da
kullanilmasinin engellenmesi gibi veriler Gzerinde gerceklestirilen her
tarld islem.

Kisisel Verilerin

Silinmesi

Kisisel Verilerin ilgili Kullanicilar igin hicbir sekilde erisilemez ve tekrar
kullanilamaz hale getirilmesi.

Kisisel Verilerin

Kisisel verilerin hi¢ kimse tarafindan higbir sekilde erigsilemez, geri
getirilemez ve tekrar kullanilamaz hale getirilmesi islemi.

Yok Edilmesi

KVK Kurulu Kisisel Verileri Koruma Kurulu.

KVK Kurumu Kisisel Verileri Koruma Kurumu

Maskeleme Kisisel verilerin belli alanlarinin, kimligi belirli veya belirlenebilir bir
gercek kisiyle iliskilendirilemeyecek sekilde silinmesi, Ustlerinin
cizilmesi, boyanmasi ve yildizlanmasi gibi islemleri ifade etmektedir.

Ozel Nitelikli Kisilerin irki, etnik kékeni, siyasi distncesi, felsefi inanci, dini, mezhebi

Kigisel Veri veya diger inanclari, kilik ve kiyafeti, dernek, vakif ya da sendika uyeligi,
sagligl, cinsel hayati, ceza mahk(imiyeti ve glivenlik tedbirleriyle ilgili
verileri ile biyometrik ve genetik verileri. Politikada aksi belirtilmedikce
kisisel veriler ve 6zel nitelikli kisisel veriler birlikte “Kisisel Veriler” olarak
adlandirilacaktir.

Periyodik imha Kanun’dayer alan kisisel verilerin igslenme sartlarinin tamaminin ortadan

kalkmasi durumunda kigisel verileri saklama ve imha politikasinda
belirtilen ve tekrar eden araliklarla re’sen gerceklestirilecek silme, yok
etme veya anonim hale getirme iglemi.
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Veri isleyen Veri sorumlusunun verdigi yetkiye dayanarak onun adina kisisel verileri
isleyen gercek veya tuzel kisi.

Veri Kayit Kisisel verilerin belirli kriterlere goére yapilandirilarak islendigi kayit
Sistemi sistemi.

Veri Sorumlusu Kisisel verilerin isleme amaclarini ve vasitalarini belirleyen, veri kayit
sisteminin kurulmasindan ve yonetilmesinden sorumlu olan gercek veya
tlzel kisi.

isbu Saklama ve imha Politikasinda yer almayan tanimlar icin KVK Kanunu’nda belirtilen tanimlar

gecerlidir.

4. POLITIKA ILE DUZENLEME ALTINA ALINAN KAYIT ORTAMLARI
Tamamen veya kismen otomatik olan ya da herhangi bir veri kayit sisteminin parcasi olmak kaydiyla
otomatik olmayan yollarla islenen kisisel verilerin bulundugu her turli ortam kayit ortami olarak

adlandirilmaktadir. Bu ortamlar genel olarak asagidaki gibidir;

e Fiziki Ortamlar: Kisisel Verilerin kagit ya da mikrofilmler lGzerine basilarak tutuldugu
ortamlardir (6rnegin: kagitlar, matbu yazili formlar, anket formlari, ziyaretgi giris-¢ikis
defterleri, basili ve gorsel ortamlar);

e Yerel dijital ortamlar: Sirket bunyesinde yer alan bilgisayarlar, sunucular, sabit ya da
taginabilir diskler, 6rnegin: e-posta, veri tabani, kisisel bilgisayarlar, mobil cihazlar, USB,
hafiza karti, yazici, tarayici, fotokopi makinesi, glivenlik duvari, antiviris);optik diskler gibi
sair dijital ortamlardir (

e Bulut ortamlar: Sirket binyesinde yer almamakla birlikte, Sirket’in kullaniminda olan,

kriptografik yontemlerle sifrelenmis internet tabanli sistemlerin kullanildigi ortamlardir.

Sirket faaliyetleri esnasinda igledigi Kisisel Verileri fiziki ve yerel dijital ortamlarda hukuka uygun ve

guvenli olarak saklamaktadir.

5. KisiSEL VERILERIN SAKLANMASI VE iMHASINI GEREKTIREN HUKUKIi, TEKNiK VE DiGER SEBEPLER
YPS Otomotiv Sanayi ve Ticaret Anonim Sirketi blunyesinde yer alan departmanlar is tanimlar
kapsaminda yurutllen is surecleri ve isbu stireclere bagli faaliyetleri gerceklestirebilmek amaciyla

calisanlarinin, ¢galisan adaylarinin, tedarikgilerinin, musterilerinin ve ziyaretgilerinin olmak tzere
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farkl ilgili kisi kategorilerine ait kisisel verileri KVK Kanununa ve ilgili yasal mevzuata uygun olarak

islemektedir.

Bu dogrultuda kisisel verilerin saklanmasi ve imhasina gerektiren hukuki, teknik ve diger sebeplere

iliskin detayli aciklama asagida yer almaktadir.
5.1.Kisisel Verilerin Saklanmasina iliskin Aciklamalar

KVK Kanununun 4. maddesinde kisisel verilerin islendikleri amagla baglantili, siniri ve olgilu
olmasi ve “/lgili mevzuatta éngériilen veya islendikleri amag icin gerekli olan siire kadar muhafaza
edilmesi” denilmek suretiyle kisisel verilerin islenmesi amac ve siire yonuyle sinirlandinlmistir. Bu
kapsamda ve KVK Kanunun 5 maddesinde yer alan isleme sartlarina uygun olarak, kigisel veriler
hukuki sebepler ile uyumlu olarak ve mevzuatta 6ngoriilen veya Sirket tarafindan kisisel veriisleme

amaci ¢ergevesinde belirlenen sureler boyunca saklamaktadir.

5.1.1. Saklamayi Gerektiren Hukuki Sebepler

Sirket tarafindan islenen kisisel verilerin saklanmasini gerektiren hukuki sebepler siradaki gibidir:

a) Sirket faaliyetlerinin yerine getirilmesi uyarinca, ilgili Kisilerin acik rizasinin alinmasini
gerektiren saklama faaliyetleri agisindan ilgili Kisinin acik rizasinin bulunmasi,

b) Kisisel Verilerin islenmesi ilgili kanunlarda ve mevzuatlarda acikga ongorilmesi; Sirket
faaliyetleri esnasinda isledigi kisisel verileri siradaki Kanunlarda 6ngorulen sureler zarfinda
saklamaktadir:

e 6098 sayili Turk Borglar Kanunu,

e 4857 sayili s Kanunu,

e 6331 sayili is Sagligi ve Giivenligi Kanunu,

e 6102 sayili Turk Ticaret Kanunu,

e 6356 sayili Sendikalar ve Toplu is Sézlesmesi Kanunu ve ilgili Mevzuat,

e 5651 sayili internet Ortaminda Yapilan Yayinlarin Diizenlenmesi Ve Bu Yayinlar
Yoluyla islenen Suclarla Miicadele Edilmesi Hakkinda Kanun,

e Avukatlik Kanunu ve ilgili Mevzuat,

e 213 sayili Vergi Usul Kanunu,
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o 5434 sayii Emekli Sagligi Kanunu,

e 5510 sayili Sosyal Sigortalar ve Genel Saglik Sigortasi Kanunu,

e 4982 Sayili Bilgi Edinme Kanunu,

e isyeri Bina ve Eklentilerinde Alnacak Saglik ve Giivenlik Onlemlerine iliskin

Yonetmelik,

e Arsiv Hizmetleri Hakkinda Yonetmelik
Kisisel verilerin sozlesmelerin kurulmasi ve ifasi ile dogrudan dogruya ilgili olmasi,
Sirket faaliyetleri uyarinca temas halinde olunan ilgili Kisilerin, fiili imkansizlik nedeniyle
rizasini agiklayamayacak durumda bulunmasi veya rizasina hukuki gegerlilik taninmamasi
sebebiyle, kendisinin veya bir baskasinin hayati ve beden butlinliglinin korunabilmesi icin
saklanmasinin zorunlu olmasi,
Kisisel verilerin Sirket’'in yerine getirmekte oldugu faaliyetler kapsaminda hukuki
yukamliligind yerine getirmesi,
Sirket tarafindan yiiriitiilen faaliyetler ile uyumlu olarak, ilgili Kisinin kendisi tarafindan
alenilestirilmesi,
Kisisel verilerin bir hakkin tesisi, kullanilmasi veya korunmasi amaciyla saklanmasi,
Kisisel verilerin kisilerin temel hak ve 6zgurliiklerine zarar vermemek kaydiyla Sirket’in

mesru menfaatleri icin saklanmasi

5.1.2. Saklamayi Gerektiren isteme Amaglari

Sirket, faaliyetleri esnasinda isledigi kisisel verileri igbu verilerin isleme amacina baglantili, sinirli

ve olcilii olarak asagida 6rnek niteliginde yer verilen ve Kisisel Veri isleme Envanterinde

detaylandiran isleme amaglari kapsaminda belirli strelerle saklamaktadir.

Acil Durum Sureglerinin Yurutilmesi,

Bilgi Guvenligi Sureglerinin Yurutilmesi,

Finansal ve muhasebe islemlerinin yurutilmesi,

Mevzuattan kaynaklanan hukuki yikumliluklerin yerine getirilmesi,
Hukuki streglerin takibi,

insan kaynaklari siireclerinin planlanmasi ve icrasi,
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iletisim faaliyetlerinin planlanmasi ve icrasi,

Mal/hizmet satis, satin aim ve musteri iliskilerinin yarattulmesi,
Sdzlesmelerin kurulmasi ve/veya ifasi,

Sirket ve calisanlarin glivenliginin temini,

Ydnetim faaliyetlerinin yuratulmesi.

5.2.Kisisel Verilerin Imhasina iliskin Agiklamalar

ilgili saklama siireleri sona erdiginde veya isleme amaci ortadan kalktiginda, kisisel veriler isbu

Politika’da belirlenen silme, yok etme veya anonim hale getirme yontemleri ile asagidaki sebeplerle

Sirket tarafindan re’sen veya ilgili kisinin talebi Gzerine imha edilir;

a)

ilgili Kisinin acik riza sartina bagli olarak islenerek saklanmakta olan Kisisel Veriler, ilgili
Kisinin rizasini geri almasi halinde,

Kisisel verilerin islenmesine veya saklanmasina esas teskil eden ilgili mevzuat
hakimlerinin degismesi veya ilgasi,

Kisisel verilerin islenmesini veya saklanmasini gerektiren amacin ortadan kalkmasi,
Taraflar arasindaki s6zlesmenin hi¢ kurulmamis olmasi, sdzlesmenin gecgerli olmamasi,
sozlesmenin kendiliginden sona ermesi, s6zlesmenin feshi veya s6zlesmeden donilmesi,
Kisisel verileri islemenin hukuka veya durustliik kuralina aykiri oldugunun tespit edilmesi,
Kanun’un 5. ve 6. maddelerindeki kigisel verilerin islenmesini gerektiren sartlarin ortadan
kalkmasi,

ilgili kisinin, KVK Kanunu madde 11/1(e) ve (f) bentlerindeki haklari gergevesinde kisisel
verilerinin silinmesi, yok edilmesi veya anonim hale getirilmesine iliskin yaptig| bagvurunun
veri sorumlusu olarak Sirket tarafindan kabul edilmesi,

Sirket’in, ilgili Kisi tarafindan kisisel verilerinin silinmesi, yok edilmesi veya anonim hale
getirilmesi talebi ile kendisine yapilan basvuruyu reddetmesi, Sirketin verdigi cevabin ilgili
Kisi tarafindan yetersiz bulunmasi veya Sirket’in KVK Kanunu’nda éngorlen sure iginde
cevap vermemesi hallerinde; ilgili Kisinin KVK Kurulu’na sikdyette bulunulmasi ve bu

talebin KVK Kurulu tarafindan uygun bulunmasi,

Dokiiman No: PLT20/ Yay.Tar.: 19.01.2026 / Rev.Tar.: 29.01.2026 / Rev.No. 01 / Sayfa No. 7/ 31| Gizlilik CO



i YOUR
| | A pe® Ny crcrerren
L SUPPLIER

KiSISEL VERILERIN SAKLANMASI VE iMHA POLITIKASI

g8) Kisisel verilerin saklanmasini gerektiren azami slrenin gegmis olmasina ragmen, kisisel

verileri daha uzun slre saklamayi hakli kilacak herhangi bir sartin mevcut olmamasi.

6. KiSiSEL VERILERIN GUVENLi BiR SEKILDE SAKLANMASI iLE HUKUKA AYKIRI OLARAK iSLENMESi VE
ERISILMESININ ONLENMESI iCiN ALINMIS TEKNIK VE iDARi TEDBIRLER

KVK Kanunun 12. maddesinin birinci fikrasinda; Veri Sorumlusu’nun; “a) Kisisel Verilerin hukuka

aykir olarak islenmesini 6nlemek, b) Kisisel Verilere hukuka aykiri olarak erigilmesini dnlemek, c)

Kigisel Verilerin muhafazasini saglamak amaciyla uygun givenlik diizeyini temin etmeye ydnelik

gerekli her tarll teknik ve idari tedbirleri almak zorundadir “ denmek suretiyle Veri sorumlusunun

kisisel verilerin guvenligine iligkin yakimlalukleri dizenlenmigtir.

Sirket, isbu veri glivenligi yukimliligu ve KVK Kanununun 6. Maddesi 4. Fikrasinda 6ngorilen 6zel
nitelikli kisisel verilerin islenmesinde Kurul tarafindan belirtilen yeterli dnlemleri alarak faaliyetleri
kapsaminda ve isbu politikada belirtilen sebeplerle saklanmakta olan Kisisel veriler ve 6zel nitelikli

kisisel veriler icin baslica asagidaki idari ve teknik tedbirleri uygulamaktadir.

6.1.idari Tedbirler

Sirket tarafindan uygulanan idari tedbirler siradaki gibidir:

a) Mevcut risk ve tehditlerin belirlenmesi: Sirket tarafindan Kisisel Veri isleme Envanteri
hazirlanarak, islenen kisisel verilerin kategorileri, isleme amaci, aktarildigi alici gruplari,
saklama sureleri, verisi islenen ilgili kisi grubu belirlenerek kisisel verilere iligkin slire¢ ortaya
cikarilarak alinmasi gereken tedbirler belirlenmistir.

b) Aydinlatma yikiimliliigiin yerine getirilmesi: kisisel veri isleme faaliyetlerine baglanmadan

once ilgili kisilere kategori bazinda hazirlanmis olan aydinlatma metinleri sunulmaktadir.

c¢) Calisanlarin egitilmesi ve farkindalik calismalari: Kisisel verilerin korunmasina iliskin kurum
kaltdrunin olusturulabilmesi i¢cin KVK Kanununda yer alan 6nemli terim ve kavramlari, kigisel
verilerin korunmasinin 6nemi, bilgi glivenligi ve gizlilik konularinda sirket calisanlarina egitimler
verilmektedir. Temel egitim ve farkindalik galismalarinin yani sira, kisisel verilerin islenmesine
iliskin politikalarin degismesi halinde, yeni politikalara uyum saglamak amaciyla verilen
egitimler tekrarlanmaktadir.

¢) Kisisel verilerin giivenligine iligkin politikalara uyumun saglanmasi: KVK Kanunu
kapsaminda veri sorumlusu sifatiyla Sirket olarak hazirlamakla ylikimli oldugumuz

politikalarin yani sira ¢alisanlarina yonelik gizlilik s6zlesmeleri imzalatilmakta ve i¢ etik
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d)

e)

f)

g)

h)

kurallari, ic yonerge, bilgi glivenligi politikasi gibi metinler kanun kapsaminda revize edilerek
uyulmasi gereken usul ve yasaklar hakkinda galiganlar bilgilendirilmektedir.

Disiplin Prosediirii: Kigisel verilerin korunmasi egitim ve farkindaliklara katilmayan, kisisel
verilerin glivenligine ve korunmasina yonelik belirlenen kural, usul, prensip ve yikimlultklerine
aykir hareket eden ¢alisanlara yonelik uygulanacak disiplin proseduru hazirlanmistir.
Minimum veri isleme: Veri Sorumlusu sifatiyla Sirket’'in kigisel veri isleme amaclari
cercevesinde en az sayida veri islemesi saglanmakta ve igslenme ihtiyaci duyulmayan veriler de
kisisel veri saklama ve imha politikasi uyarinca silinmekte, yok edilmekte ya da anonim hale
getirilmektedir.

Veriisleyenlerle iligkilerin yonetimi: KVK Kanunu’nun 12/Il. Maddesi uyarinca kisisel verilerin
guvenliginin saglanmasi noktasinda veriigleyenlerden de gerekli taahhutler alinmakta, ig iligkisi
icerisinde bulunulan is ortaklarimiz, tedarikgilerimiz, ¢6zim ortaklarimiz ile kisisel verilerin
islenmesine, muhafazasina iliskin protokoller imzalanarak, Sirket tarafindan KVK Kanunu
madde 5’te yer alan hukuki sebeplerle islenen ve 3.kisilere aktarilan verilerin muhafazasi ve
guvenligi saglanmaktadir.

Kisisel verilerin islenmesi prosediirlerinin yonetimi: Saklanan kisisel verilere erisim is tanimi
geregi erismesi gerekli personel ile sinirlandirilmaktadir. Kisisel verilerin iglenmesi,
muhafazasi, imhasina iligkin sureglerin takibi, kigisel verilere iligkin Sirkete iletilen taleplerin
yonetimi icin Sirket icerisinde gorevlendirmeler yapilmaktadir. Kisisel verilere iliskin slreglerin
KVK Kanunu’na uygun olarak yerine getirilmesi icin profesyonel danismanlik alinmaktadir.
Kisisel verilerin islenmesi ve giivenligine iliskin denetimler: Sirket, KVK Kanunu
hakimlerinin uygulanmasini saglamak amaciyla gerekli periyodik ve rastgele ic denetimleri
yapmaktadir.

Kisisel verilerin saklanmasina iliskin diger idari uygulama ve tedbirler: islenen Kisisel
Verilerin guvenliginin saglanmasi amaciyla Sirket bunyesinde yukarida belirtilenlere ek olarak,

genel olarak asagidaki idari tedbirler uygulanmaktadir;

> Calisanlar icin Disiplin Diizenlemeleri;

Calisanlara Verilen Egitim ve Farkindalik Calismalar
Calisanlar icin Yetki Matrisleri

Calisanlann Erisim Yetkilerinin Gerektiginde Glincellenmesi

Erisim, Bilgi Guvenligi, Saklama, Kullanim, imha Politikalarin Olusturulmasi

vV V V V V

Gizlilik Taahhtutnamelerinin Alinmasi
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Sozlesmelerde Veri Giivenligine iliskin Hiikiimlerin Eklenmesi
Kisisel Veri Guvenligi, Politika ve Prosedurlerin Belirlenmesi
Kisisel Veri Giivenligine iliskin Sorunlarin Takibi ve Raporlanmasi
Kisisel Verilerin Minimuma Azaltilmasi

Kanun igi Periyodik Giincellemelerin Yapilmasi

Mevcut Risk ve Tehdit Kontrolleri

vV V V V V V VY

Ozel Nitelikli Kisisel Verilere iliskin Politika ve Prosediirlerin Uygulanmasi

> Verilsleyen Hizmet Saglayicinin Veri Giivenligi Konusunda Farkindaligi saglanmaktadir;

6.2.Teknik Tedbirler

Sirket tarafindan alinan teknik tedbirler siradaki gibidir:

a) Siber Giivenligin Saglanmasi: Kisisel Veri Glivenliginin Saglanmasi amaciyla siber guvenlik

sistemleri kurulmustur ve guncelligi saglanmaktadir. Bu kapsamda;

>

b)

internet (izerinden gelen izinsiz erisim tehditlerine karsi alinabilecek dncelikli tedbirler
olarak guivenlik duvari ve internet ag gecidi kullanilmaktadir,

Kullanilmayan yaziim ve servisler kaldirilarak yaziimlarin eski surimlerinin givenlik
aciklarn icermesi ihtimaline karsilik bu yaziim ve servislerin glincel tutulmasi yerine
silinmesi, kolayligi nedeniyle oncelikle tercih edilebilecek bir yontemdir,

Ozellikle kisisel verilerin yer aldig sistemlerin yonetilmesi amaciyla disaridan temin edilen
yazilimlarin ve modiillerinin glincelliginin takibinin saglanmasi amaciyla yama yonetimi ve
yazilm guncellemeleri gerceklestirilerek olasi glvenlik aciklarinin  kapatilmasi
saglanmaktadir.

Yetki matris ve kontrolii: Kisisel veri iceren sistemlere erisim saglayacak personelin gorev
tanimiyla uyumlu olarak sinirlandinlmistir.

> Ozellikle Sirket galisanlarinin elektronik ve fiziki ortamlarda kisisel verilere erigim
yetkilerinin kontrol altinda tutulmasini saglanmaktadir.

> Kaba kuvvet algoritmasi (BFA) kullanimi gibi yaygin saldirilardan korunmak igin sifre girisi
deneme sayisinin  sinirlandirilmasi, duzenli araliklarla sifre ve parolalarin
degistirilmesinin saglanmasi, yonetici hesabi ve admin yetkisinin sadece ihtiyag oldugu

durumlarda kullanilmasi igin agilmasi ve veri sorumlusuyla ilisikleri kesilen ¢alisanlar
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icin zaman kaybetmeksizin hesabin silinmesi ya da girislerin kapatilmasi gibi

yontemlerle de erisim sinirlandinlmaktadir.

> Yetki matris ve kontrol sistemi kapsaminda kullanicilarin hem sisteme girig ¢ikiglarinin
hem de etkinlik kayitlarinin (log) duzenli olarak tutulmasi da ge¢mise yonelik siber
risklerin tespiti ve incelenmesi agisindan dnem arz etmektedir.

c) Sifre ve Parolalarin Olusturulmasina iligkin énlemlerin belirlenmesi: Sirket calisanlar
tarafindan kullanilan sifre ve parolalar olusturulurken, kisisel bilgilerle iligkili ve kolay tahmin
edilecek rakam yada harf dizileri yerine buyuk kuguk harf, rakam ve sembollerden olusacak
kombinasyonlarin tercih edilmesi saglanmaktadir.

¢) Giincel anti-viriis yaziimlarinin kullanilmasi: Kéti amacli yaziumlardan korunmak igin bilgi
sistem agini dizenli olarak tarayan ve tehlikeleri tespit eden anti-virls, anti-spam gibi Grunler
kullanilmaktadir. Ancak bu Urlnlerin sadece kurulumunun yeterli olmamasi sebebiyle
guncelliklerinin saglanmasina da dikkat edilerek gerekli virls taramalar duzenli olarak
yapilmaktadir.

d) Veriaktarimlarinda SSL protokoliiniin kullanilmasi: Veri sorumlulari tarafindan, farkliinternet
siteleri ve/veya mobil uygulama kanallarindan kisisel veri temin edilecekse, baglantilarin SSL,
sFTP ya da diger guvenli yollar ile gerceklestirilmesine riayet edilmektedir.

e) Giivenlik problemlerine iligkin raporlama sisteminin kurulmasi: Bilisim sistemlerinin bilinen
zafiyetlere karsi korunmasi icin diizenli olarak zafiyet taramalari ve sizma testlerinin yapilmasi
ile ortaya cikan glivenlik agiklarina dair testlerin sonucuna gore degerlendirmeler yapilmaktadir.

f) Kisisel Veri iceren Ortamlarin Giivenliginin saglanmasi: kisisel veri iceren ortamlar tespit
edilerek, saklanan kisisel verilerin glivenliginin alinmasi ve verilere izinsiz erigsimin engellenmesi
amaciyla farkli ortamlara iligkin tedbirler alinmaktadir.

g) Sirketyerleskelerinde kagit ortaminda saklanan veriler: kagitlarin calinmasiveya kaybolmasi
gibi tehditlere karsi dolap ve ¢cekmecelerin kilit altina alinmasi gibi fiziksel guvenlik 6nlemler
alinmaktadir. Kigisel verilerin yer aldigi fiziksel ortamlarin dis risklere (yangin, sel vb.) karsiuygun
yontemlerle korunmasi ve bu ortamlara giris / cikislarin kontrol altina alinmasina dikkat
edilmektedir.

g) Elektronik ortamda saklanan Kisisel Veriler: kisisel veri guvenligi ihlalini 6nlemek icin ag
bilesenleri arasinda erisim sinirlandirilmaktadir. Ornegin kullanilmakta olan agin sadece bu

amacla ayrnilmis olan belirli bir bélumduyle sinirlandirilarak bu alanda kisisel verilerin igleniyor
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olmasi halinde, mevcut kaynaklar tim ag icin degil de sadece bu sinirli alanin givenligini

saglamak amaciyla ayrilabilecektir.

h) Calisanlarin sahsi elektronik cihazlarinin bilgi sistem agina erisiminin sinirlandirilmasi:

j)

Calisanlarin sahsi elektronik cihazlarinin, bilgi sistem agina erisim saglamasi da guvenlik ihlali
riskini artirdigindan bu cihazlara bilgi sistem agina erisim hakki verilmemektedir.

Fiziki tedbirler: Kisisel veri glivenliginin saglanmasi igin kisisel veri iceren kagit ortamindaki
evraklar, sunucular, yedekleme cihazlan, CD, DVD ve USB gibi cihazlarin ek glvenlik
Onlemlerinin oldugu baska bir odaya alinmasi (arsiv odasi), kullanilmadigl zaman kilit altinda
tutulmasi, giris cikis kayitlarinin tutulmasi gibi fiziksel glivenligin artirilmasina iligskin énlemler
alinmaktadir.

Email/Bilgisayar ortaminda saklanan Kkisisel veriler: Calisanlara atanan e-mail ve
bilgisayarlarda saklanan kigisel verilerin minimuma indirilmesi i¢in ¢alisanlar bilgilendirilmekte
ve cihazlarin disaridan gelecek saldirilara kargi guvenligi saglanmaktadir.

Bilgi Teknolojileri sistemleri tedarigi, gelistirmesi ve bakimi: Kisisel veri igceren
cihaz/sistemlerin bakiminin dis kaynakll hizmetler (Uretici, satici, servis gibi t¢lincu kurumlar)
tarafindan gerceklestirilecek olmasi durumunda kisisel verilerin glvenliginin saglanmasi icin
cihazlardaki veri saklama ortamlarinin sokulerek bakima génderilmesi saglanmaktadir. Bakim
ve onarim gibi amaglarla disaridan personel gelmisse kisisel verileri kopyalayarak kurum digina
cikartmasinin engellenmesi igin gerekli 6nlemlerin alinmasi gerekir. Belirtilen amaglarla
disaridan hizmet alinmasi durumunda, veri glivenliginin saglanmasi amaciyla hizmet alinan
sirketlerin tamamiyla KVK Kanunu m. 12/II’den kaynaklanan yikimluliklerin yerine getirilmesi
amaciyla, sirketlerle yapilan mevcut sozlesmeler veri guvenligine iliskin hukumler icerecek

sekilde revize edilmektedir.

k) Kisisel Verilerin Yedeklenmesi: Kisisel veriler iceren ortamlar belirli periyotlarla yedeklenmek

suretiyle guvenlik altina alinmaktadir. Bu kapsamda, yedekleme stratejilerinin olusturulmakta

ve veri seti yedeklerinin ag disinda tutulmasi saglanmaktadir.

6.3.0zel Nitelikli Kisisel Verilerin Saklanmasi

KVK Kurulu tarafindan yayimlanan "Ozel Nitelikli Kisisel Verilerin Islenmesinde Veri Sorumlularinca

Alinmasi Gereken Yeterli Onlemler" ile ilgili 31/01/2018 Tarihli ve 2018/10 Sayili Karar uyarinca

veri Sorumlusu olarak Sirketimiz, islenen 6zel nitelikli kisisel verilerin saklanmasinda yukarida
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detaylandirilan diger 6nlemlerle birlikte ayrica asagida belirlenmis guivenlik dnlemlerinin alinmasini

saglamaktadir;

a) Calisanlar icin Yetki Matrisleri olusturulmaktadir;

b) Ozel nitelikli kisisel veriler ile temas eden calisanlara yonelik dzel nitelikli kisisel verilerin
guvenligi ve dnemi hususunda egitimler verilmis, gizlilik s6zlesmeleri imzalanmig ve erisim
sinirlandirilmalari getirilmistir;

c) Erisim Loglarinin Dlzenli Olarak Tutulmasi;

¢) Ozel nitelikli kisisel verilerin bulundugu ortamlara fiziksel giivenlik 6nlemleri alinmis olup
yetkisiz kisilerin erisimi engellenmisgtir;

d) Ozel nitelikli kisisel verilerin bulundugu/muhafaza edildigi dijital ortamlar kilitlenmis,
kodlanmig veya sifrelenmis sistem girisleri kullanilmaktadir;

e) LogKayitlarinin Kullanici Miidahalesinden Korunmasi Saglanmaktadir;

f)  Ozel Nitelikli Kisisel Veriler igin giivenli sifreleme / kriptografik anahtarlar kullanitmaktadir

g) Uzaktan erisimin gerektigi verilere, iki kademeli kimlik dogrulama sistemiyle erisim
saglanmaktadir;

g) Verilerin bulundugu ortamlara ait yaziimlarda guivenlik glincellemeleri takip edilmektedir;

h) Ozel nitelikli kisisel verilere yonelik yedekleme/kademeli Kimlik Dogrulama uygulanmaktadir.

6.4.Kisisel Verilerin Saklanmasina iliskin Diger Teknik Uygulama ve Tedbirler

islenen Kisisel Verilerin giivenliginin saglanmasi amaciyla Sirket biinyesinde yukarida belirtilen

onlemlere ek olarak, genel olarak asagidaki teknik tedbirler uygulanmaktadir:

a) Agguvenligi ve uygulama glivenligi saglanmaktadir.

b) Ag yoluyla kisisel veri aktarimlarinda kapali sistem ag kullanilmaktadir.

c) Anahtar yonetimi uygulanmaktadir.

¢) Bilgi teknolojileri sistemleri tedarik, gelistirme ve bakimi kapsamindaki guivenlik énlemleri
alinmaktadir.

d) Bulutta depolanan kigisel verilerin glivenligi saglanmaktadir.

e) Calisanlarigin veri glivenligi hikimleri iceren disiplin diizenlemeleri mevcuttur.

f) Calisanlar icin veri gluvenligi konusunda belli araliklarla egitim ve farkindalik calismalari
yapilmaktadir.

g) Calisanlar icin yetki matrisi olusturulmustur.

g) Erisim loglan duzenli olarak tutulmaktadir.
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h) Gerektiginde veri maskeleme énlemi uygulanmaktadir.

1)  Gizlilik taahhlUtnameleri yapilmaktadir.

i) Gorev degisikligi olan ya da isten ayrilan calisanlarin bu alandaki yetkileri kaldirilmaktadir.

j)  Guncel anti-virls sistemleri kullanilmaktadir.

k) Guvenlik duvarlari kullanilmaktadir.

) Iimzalanan sbzlesmeler veri giivenligi hiikiimleri icermektedir.

m) Kisisel veri glivenligi politika ve proseddrleri belirlenmistir.

n) Kisisel veri glivenligi sorunlari hizli bir sekilde raporlanmaktadir.

o) Kisisel veri glivenliginin takibi yapilmaktadir.

0) Kisiselveriiceren fiziksel ortamlara giris cikislarla ilgili gerekli glivenlik dnlemleri alinmaktadir.

p) Kisiselveriicerenfiziksel ortamlarin dis risklere (yangin, selvb.) karsi glivenligi saglanmaktadir.

r) Kisisel veriiceren ortamlarin glivenligi saglanmaktadir.

s) Kisisel veriler miimkin oldugunca azaltilmaktadir.

s) Kisisel veriler yedeklenmekte ve yedeklenen kisisel verilerin glivenligi de saglanmaktadir.

t) Kullanici hesap yonetimi ve yetki kontrol sistemi uygulanmakta olup bunlarin takibi de
yapilmaktadir.

u) Kurum ici periyodik ve/veya rastgele denetimler yapilmakta ve yaptirilmaktadir.

i) Log kayitlari kullanici miidahalesi olmayacak sekilde tutulmaktadir.

v) Mevcutrisk ve tehditler belirlenmistir.

y) Ozel nitelikli kisisel veriler elektronik posta yoluyla gonderilecekse mutlaka sifreli olarak ve
KEP veya kurumsal posta hesabi kullanilarak gonderilmektedir.

z) Ozelnitelikli kisisel veriler igin giivenli sifreleme / kriptografik anahtarlar kullanilmakta ve farkl
birimlerce yonetilmektedir.

aa) Saldin tespit ve 6nleme sistemleri kullanilmaktadir.

bb) Siber glivenlik 6nlemleri ainmis olup uygulanmasi stirekli takip edilmektedir.

cc) Sifreleme yapilmaktadir.

¢¢) Tasinabilir bellek, CD, DVD ortaminda aktarilan 6zel nitelikli kisiler veriler sifrelenerek
aktarilmaktadir.

dd) Veri isleyen hizmet saglayicilarinin veri glvenligi konusunda belli araliklarla denetimi
saglanmaktadir.

ee) Veriisleyen hizmet saglayicilarinin, veri guvenligi konusunda farkindaligi saglanmaktadir.

ff) Veri kaybi nleme yaziimlari kullanilmaktadir

Dokiman No: PLT20 / Yay.Tar.: 19.01.2026 / Rev.Tar.: 29.01.2026 / Rev.No. 01 / Sayfa No. 14/ 31 | Gizlilik CO



i YOUR
| | A pe® Ny crcrerren
L SUPPLIER

KiSISEL VERILERIN SAKLANMASI VE iMHA POLITIKASI

7. KiSiSEL VERILERIN HUKUKA UYGUN OLARAK iMHA EDILMESI iCiN ALINMIS TEKNIiK VE iDARi TEDBIRLER

KVK Kanunu 7. maddesi uyarinca mevzuatta dngorllen sirelerin dolmasi veya kisisel verilerin
isleme amaci icin gerekli surelerin sonunda, kisisel verileriler KVK Kanunu’nun 4. Maddesinde
ongorilen ilkeler ve Kanunu’nun 12. Maddesi kapsaminda alinmasi gereken teknik ve idari tedbirle,
ilgili mevzuat hikimlerine, KVK Kurulu kararlarina ve Sirketimiz tarafindan hazirlanan igbu Kisisel
Verilerin Saklamasi ve imhasi Politikasr’'nda belirtilen esaslara uygun olarak asagida agiklanacak

yontemlerle silinmekte, yok edilmekte veya anonim hale getirilmektedir.
7.1 Kisisel Verilerin Silinmesi

Kisisel verilerin silinmesi, kisisel verilerin ilgili kullanicilar i¢in hicbir sekilde erisilemez ve tekrar
kullanilamaz hale getirilmesiiglemidir. Veri sorumlusu olarak Sirketimiz silinen kisisel verilerin ilgili
kullanicilar i¢in erigsilemez ve tekrar kullanilamaz olmasi icin gerekli teknik ve idari tedbirleri

almaktadir.
Kisisel verilerin silinmesi isleminde izlenmesi gereken surec¢ asagidaki gibidir:

e Silmeiglemine konu teskil edecek kigisel verilerin belirlenmesi

e FErisim yetki ve kontrol matrisi ya da benzer bir sistem kullanarak her bir kigisel veri isleme
amaci icin ilgili kullanicilarin tespit edilmesi

e lgili kullanicilanin erisim, geri getirme, tekrar kullanma gibi yetkilerinin ve yéntemlerinin
tespit edilmesi

e lgili kullanicilarin kisisel veriler kapsaminda erisim, geri getirme, tekrar kullanma yetki ve

yontemlerinin kapatilmasi ve ortadan kaldirilmasi

Bu madde altinda belirtilen yontemler yonetmelik ve rehberde yer almakta olup, kigisel verilerin
silinmesinde secilecek yontem Sirketimizin i¢ prosedurleri kapsaminda ilgili oldugu olglide

asagidaki tedbirler secilmek suretiyle uygulanmaktadir.

7.1.1. Kagit Ortaminda Bulunan Kisisel Veriler

Kagit ortaminda bulunan kigisel veriler karartma yontemi kullanilarak silinmektedir. Karartma

islemi ilgili evrak Uzerindeki kisisel verilerin, mimkin olan durumlarda kesilmesi, mumkin
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olmayan durumlarda ise geri dondurilemeyecek ve teknolojik ¢oziimlerle okunamayacak sekilde

sabit murekkep kullanilarak ilgili kullanicilara gériinemez hale getirilmesi seklinde yapilmaktadir.

7.1.2. Merkezi Sunucuda Yer Alan Ofis Dosyalari
Dosyanin igletim sistemindeki silme komutu ile silinmesi veya dosya ya da dosyanin bulundugu
dizin Uzerinde ilgili kullanicinin erisim haklarinin kaldirilmasi suretiyle islem gerceklestirilirken ilgili

kullanicinin ayni zamanda sistem yoOneticisi olmadigina dikkat edilerek silme islemi gerceklestirilir.

7.1.3. Tasinabilir Medyada Bulunan Kisisel Veriler

Flash tabanli saklama ortamlarindaki kigisel veriler sistem yodneticisi tarafindan sifreli olarak

saklanir ve bu ortamlara uygun yaziimlar kullanilarak silinmektedir.

7.1.4. VeriTabanlan
Kisisel verilerin bulundugu ilgili satirlarin veritabani komutlari ile (DELETE vb.) silinmesi gerekir.

Anilan islem gercgeklestirilirken ilgili kullanicinin ayni zamanda veritabani yoneticisi olmadigina

dikkat edilmelidir.

Sirket tarafindan gerceklestirilen tum silme iglemleri elektronik ortamda zaman damgasi ile
loglanarak kayit altina alinir. Kagit ortamdaki kisisel veriler bakimindan ise bu islemlerin
gerceklestirildigine iligkin tutanak diizenlenir ve ilgili birim tarafindan muhafaza edilir. Elektronik ve

kagit ortamdaki kisisel verilere iliskin silmeye iliskin kayitlar tg yil sure ile saklanir.
7.2 Kigisel Verilerin Yok Edilmesi

Kisisel verilerin yok edilmesi, kisisel verilerin hi¢ kimse tarafindan hicbir sekilde erisilemez, geri
getirilemez ve tekrar kullanilamaz hale getirilmesi islemidir. Veri sorumlusu olarak Sirketimiz yok
edilen kisisel verilerin ilgili kullanicilar igin erisilemez ve tekrar kullanilamaz olmasi igin gerekli

teknik ve idari tedbirleri almaktadir.

Kisisel verilerin yok edilmesi i¢in, verilerin bulundugu tim kopyalarin tespit edilmesi ve verilerin
bulundugu sistemlerin turiine gore asagida yer verilen yontemlerden bir ya da birkacinin

kullanilmasiyla tek tek yok edilmesi saglanmaktadir.
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7.2.1. Yerel Sistemler

S6z konusu sistemler Uzerindeki verilerin yok edilmesiigin;

Fiziksel Yok Etme yontemi kullanilarak; Optik medya ve manyetik medyanin eritilmesi,

yakilmas! veya toz haline getirilmesi saglanmaktadir. Optik veya manyetik medyayi
eritmek, yakmak, toz haline getirmek ya da bir metal ¢6gutiiciden gegirmek gibi islemlerle
verilerin erisilmez kilnmasi saglanmaktadir.

Uzerine Yazma yéntemi kullanilarak; Manyetik medya ve yeniden yazilabilir optik medya

Uzerine en az yedi kez 0 ve 71’lerden olusan rastgele veriler yazarak eski verinin

kurtarilmasinin éniine gecilmektedir. Bu islem 6zel yaziimlar kullanilarak yapilmaktadir.

7.2.2. Cevresel Sistemler

Ortam turline bagli olarak kullanilabilecek yok etme yontemleri;

Ag cihazlari (switch, router vb.) icerisindeki sabit saklama ortamlarinda yer alan veriler
yukarida belirtilen uygun yodntemlerin bir ya da birkagl kullanilmak suretiyle yok
edilmektedir.

Flash tabanli ortamlarin ATA (SATA, SSD, PATA vb.), SCSI (SCSI Express vb.) araylziine
sahip olanlari, destekleniyorsa <block erase> komutunu kullanmak, desteklenmiyorsa
uygun diger yontemler kullanilmak suretiyle yok edilmektedir.

Mobil telefonlar (Sim kart ve sabit hafiza alanlari),

Veri kayit ortami gikartilabilir olan yazici gibi ¢cevre birimleri,

Veri kayit ortami sabit olan yazici, parmak izi kullanilan kapi gecis sistemleri gibi cevre
birimleri yukarida erel sistemlerde belirtilen yontemlerden uygun olanlarn kullanmak

suretiyle yok edilmektedir.

7.2.3. Kagit Ortamlar

Sirket yerleskesinde kagit ortaminda saklanan kisisel veriler, kalici ve fiziksel olarak ortam Gzerine

yaziligl oldugundan ana ortamin kagit imha veya kirpma makinalar ile anlasilmaz boyutta,

mumkunse yatay ve dikey olarak, geri birlestirilemeyecek sekilde kiicuk parcalara bolmek suretiyle

yok edilmektedir.
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7.3 Kisisel Verilerin Anonim Hale Getirilmesi

Anonim hale getirme, bir veri kiimesindeki tim dogrudan ve/veya dolayli tanimlayicilarin
cikartilarak ya da degistirilerek, ilgili kisinin kimliginin saptanabilmesinin engellenmesi veya bir
grup/kalabalik icinde ayirt edilebilir olma 6zelligini, bir gercek kisiyle iliskilendirilemeyecek sekilde

kaybetmesidir.

Anonim hale getirilmis veriler bu islem yapilmadan 6nce gergek bir kisiyi tespit eden bilgiyken bu

islemden sonra ilgili Kisi ile iliskilendirilemeyecek hale gelmistir ve kisiyle baglantisi kopartilmistir.

Sirketimiz, kisisel verilerin anonim haline getirilmesi icin saklanmakta olan Kisisel Verilerin
niteligine ve risk-maliyet analizine gore uygun anonimlestirme ydntemlerinin belirlenmesini

saglayacaktir.

Veri sorumlusu sifatiyla Sirketimiz, kigisel verilerin anonim hale getirilmesi igin gerekli her tirlu
teknik ve idari tedbirleri almakla yakumludur. Kisisel verilerin anonim hale getirilmesi, kisisel veri
saklama ve imha politikasinda belirtilen esaslara uygun olarak asagidaki yontemlerle

gerceklestirilir.

7.3.1. Deger Diizensizligi Saglamayan Anonim Hale Getirme Yontemleri
Deger duzensizligi saglamayan anonim hale getirme yontemleri, saklanmakta olan kisisel verilerde
bir degisiklik veya ekleme/cikarma yapilmaksizin; herhangi bir kisisel veri grubunun genelleme,
birbiri ile yer degistirme veya gruptan belirli bir veri veya alt veri grubunun ¢ikarilmasi ile uygulanan

anonimlestirmeye yontemleridir. Bu yontemler asagidaki sekildedir;
a) Degisken Cikartma:

Kisisel verileri olusturan tanimlayicilardan birinin veya birkaginin tablodan/sistemden buttndyle

silinerek ¢ikartilmasiyla saglanan bir anonim hale getirme yontemidir.

Burada dikkat edilmesi gereken, degiskenlerin cikarilmasi halinde geriye kalan verilerden yola
cikarak ilgili gergek kisinin eslestirilemiyor olmasidir. Orn; personel listesinin yer aldigi bir listede
saklama surelerinin dolmasinin ardindan yapilacak anonimlestirme uygulamasinda, adrese iligskin

tanimlayici degiskenler kaldirlsa da, kalan maas bilgisinden yola cikarak (s6z konusu maas
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miktarina sirket icerisinde tek bir kisinin sahip olmasi gibi) ilgili kisiye erisimin saglanmasi halinde

bir baska degiskenin gikarilmasi yolu kullanilacaktir.
b) Kayitlarn Cikartma:

Bu yontemde saklanmakta olan kisisel veriler arasinda bir degiskenin ¢ikarilmasindansa tekillik
ihtiva eden bir satirin ¢ikartitlmasi ile anonimlik kuvvetlendirilir ve veri kimesine dair varsayimlar

Uretebilme ihtimali dtguralir.

Ornegin, burs listesinde herhangi bir iiniversiteden/okuldan yalnizca tek bir kisinin yer almasi
durumunda tim listeden okul adi degiskenini cikartmaktansa, bu kisiye ait satirin tumu

cikartilacaktir.
c) Bolgesel Gizleme:

Bu yontemin kullanilmasinda asil amag, kisisel verinin sahip oldugu belirleyici 6zellik sebebiyle
kisisel verilere erisimi bulunan Kkisiler tarafindan tahmin edilebilirliginin 6nune gecebilmek
amaciyla, belirleyici ozellik tasiyan veri cikarilarak diger veriler yerinde tutulmak suretiyle

anonimlestirme saglanmis olacaktir.

Ornegin, sirketin etkinlik katiimci listesinde yalnizca tek bir kisinin dogum yili 1960’tan énce ise,
medeni durum, katiim bilgisi, masa numarasinin birlikte saklandigi bir veri kiimesinde ‘dogum yil’

sekmesinin bos birakilmasi suretiyle ilgili kisinin eslestirilebilirliginin 6niine gecilecektir.
¢) Genellestirme

Bu islem, saklanmakta olan kisisel verinin tanimlayici nitelikte olan belirli bir degerden,
eslestirmeyi engelleyecek daha genel bir degere cevirme islemidir. Ornegin; performans
degerlendirme raporlarinin toplu bir sekilde hazirlanmasi durumunda, departman bilgisinin
kullanilmasi yerine calisanlarin %...’sinin belirtilerek raporun hazirlanmasi gercek bir kisiye

erismeyi imkansiz hale getiren bir islem olacaktir.

d) Altve Ust Sinir Kodlama:
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Bu yontem, belli bir degisken icin bir kategori belirlenerek bu kategorinin igerisinde kalan degerlerin

birlestirilmesi suretiyle kisisel verilerin anonim hale getirilmesi saglanmaktadir.

Ornegin; Personel listesinde yer alan kidem ve maasa iliskin degiskenler belli kategorilerde
gruplandirilarak (6r; 28.000,00-TL yillik gelirden az olanlar dislk, 5 yildan az kidemi olanlar junior

seklinde gruplandirilarak, ticret ve kidem sutununun altina yeni olusturulan degerler girilmektedir)
e) Global Kodlama:

Bu ydontem rakamsal olarak gruplama yapilabilen alt ve Ust sinir kodlamanin uygulanmasinin
mumkidn olmadigl hallerde kullanilan gruplama vasitasiyla anonim hale getirme ydntemidir.
Onemli olan, veriye erisim saglayabilen kisiler tarafindan belirli degerlerin kiimelenerek tahmin
yiriitmeyi kolaylastirdigi hallerde kullanilir. istenen bir veri degeri icin ortak ve yeni bir grup

olusturulmasi suretiyle, veri kiimesindeki tiim kayitlar yeni tanim ile degistirilmektedir.
Ornegin; miisterinin ikametgah adresi yerine semt adinin yazilmasi.
f) Ornekleme

Bu yontemde, veri kimesinin tamami yerine, kisisel verileri iceren kiimede yer alan bir alt kategori
aciklanir veya aktarnlr. Bu yontem ile, butin veri kimesinin icinde yer aldigi bilinen bir kisinin
aciklanan ya da paylasilan ornek alt kiime iginde yer alip almadiginin tahmin edilemeyecegi igin

veriler anonim hale getirilmis olur.

Ornegin; istanbul ilinde yasayan kadinlarin demografik bilgileri, meslekleri ve saglik durumlarina
dair bir veri kiimesinin anonim hale getirilerek agiklanmasi ya da paylasilmasi halinde istanbul’da
yasadigl bilinen bir kadina dair tahmin ylritmek mimkun olabilecekken, s6z konusu listede,
sadece niifusa kayitl oldugu il istanbul olan kadinlarin kayitlari birakilarak, niifus kaydi diger illerde
olan kadinlar listeden gikarilirsa, veriye erisim saglayan kisi, istanbul’da yasadigini bildigi bir kadinin
niifus kaydinin istanbul’da olup olmadigini tahmin edemeyeceginden kisisel veriler anonim hale

getirilmis olacaktir.
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7.3.2. Deger Duizensizligi Saglayan Anonim Hale Getirme Yontemleri
Deger dlizensizligi saglayan anonim hale getirme yontemlerinde yukarida belirtilenlerin aksine
kisisel veri gruplarinda bazi verilerin degistirilmesi ile bozulma ortaya ¢ikmaktadir. Bu yontemler
kullaniirken elde edilmek istenen yarara uyumlu olacak sekilde degiskenliklerin dikkatle
uygulanmasi gerekmektedir. Ayrica, verilerin giincel tutulmasinin KVK Kanunu kapsaminda Veri
Sorumlusuna yuklenmis olan bir kural oldugu dustnuldiginde, deger dizensizligi saglanmasi
halinde ilgili kisinin verilerinin gercege aykir bir hale geldigi durumlarda s6z konusu yontemler

uygulanmamaldir.
a) Mikro Birlestirme:

Bu yontem ile kisisel veri iceren veri kimesindeki butln kayitlar ilk olarak anlaml bir siraya gore
dizilerek, sonrasinda butlin kiimenin belirli bir sayida alt kiimelere ayrilmasi saglanir. Sonrasinda,
her alt kimenin belirlenen degiskene ait degerinin ortalamasi alinarak alt kiimenin o degiskenine
ait degeri ortalama deger ile degistirilir. Bu sekilde, degiskenin tum veri kiimesi i¢in gecerli olan

ortalama degeri de degismeyecektir.

Ornegin; Kidem siiresi 5 yildan az, 5 - 10 yil arasi ve 15 yildan fazla olan kisiler tespit edilerek, kidem
yillari kisi sayisina bolinmek suretiyle, kidem suresinin ortalamasi alinir, sonrasinda kidem yili
yerine her bir kkdem araliginda bulunan kisi icin, o kidem araliginda ¢ikan ortalama deger yazilmak

suretiyle anonimlestirme saglanmis olur.
b) Veri Degis Tokusu:

Bu yontem, kisisel veri iceren kayitlar icinden secilen ciftlerin arasindaki bir degisken alt kimeye
ait degerlerin degis tokus edilmesiyle elde edilen kayit degisiklikleridir. Bu yontem temel olarak
kategorize edilebilen degiskenler igin kullanilmaktadir ve asil amag¢ degiskenlerin degerlerini
bireylere ait kayitlar arasinda degistirerek veri tabaninin donusturiilmesi suretiyle anonim hale

getirme surecinin saglanmasidir.

c) Giiriilti Ekleme:
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Bu yontem, genel olarak sayisal verilerin bulundugu bir veri kiimesinde uygulanmakta olup, mevcut
verilere belirlenen oranda arti veya eksi yonde birtakim sapmalar esit dl¢ide eklenerek veriler

anonim hale getirilmektedir.

Ornegin, maas bilgilerinin yer aldig listede tiim personelin maasina ayr ayri esit 6lciide deger

eklenip/c¢ikarilarak anonim hale getirme saglanmis olur.
¢) Istatistiksel Yontemler:

Anonim hale getirilmis veri kiimelerinde cesitli istatistiksel yontemler kullanilarak veri kiimesi
icindeki kayitlarin tekilligini minimuma indirerek anonim hale getirme sireci gli¢glendirilmektedir.
Bu yontemlerdeki temel amag, anonimligin bozulmasi riskini en aza indirmek suretiyle, veri

kimesinden saglanacak faydayi da belli bir seviyede tutabilmektir.

7.3.3. Anonimlik Giivencesi
Sirketimiz tarafindan, saklanmakta olan kigisel verilerin saklama surelerinin dolmasinin ardindan
silinmesi ya da yok edilmesi yerine anonim hale getirilmesine karar verilebilmesi icin asagidaki

sartlarin saglanmis oldugunun kontrolu gerceklestirilmektedir;

> Anonim hale getirilmis bir veri kiimesinin bir bagka veri kiimesiyle birlestirilerek anonimligin
bozulamamasi,

> Bir ya da birden fazla degerin bir kaydi tekil hale getirebilecek sekilde anlaml bir biitiin
olusturamamasi,

> Anonim hale getirilmis veri kiimesindeki degerlerin birlesip bir varsayim veya sonug

uretebilir hale gelmemesi.

Sirketimiz yukarida sayilan ihtimallerin ortadan kaldirilmasi amaciyla, Sirketimiz tarafindan anonim
hale getirilen veri kiimeleri Uzerinde bu maddede sayilan o6zellikler degistikce kontroller
gerceklestirerek, anonimligin korundugundan emin olmak icin gerekli tedbirleri yerine getirmeye

calismaktadir.
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8. KiSiSEL VERi SAKLAMA VE iMHA SURECLERINDE GOREV VE SORUMLULUK DAGILIMLARI

KVK Kanunu kapsaminda Veri Sorumlularinin yerine getirmesi gereken birgok yukumliluk
bulunmasi ve Kisisel Verilerin islenmesi ve Hukuka Uygun Olarak Korunmasi yasayan ve siirekli
takip edilmesi gereken bir sure¢c oldugundan dolayr Veri Sorumlusu olarak Sirketimiz gerekli

tedbirleri almaktadir.

Bu dogrultuda, YPS Otomotiv Sanayi ve Ticaret Anonim Sirketi, kisisel verilerin islenmesine,
saklanmasi ve imhasina yonelik sureclerin takibi, KVK Kanunu’na uyumlulugun saglanmasi ve
faaliyetlerinin KVK Kanunu’na uygun olarak yerine getirilebilmesiigin, TISAX ve BGYS Atama Yazisi

- 2025 dokumanini olusturulmustur. Goérevlendirmeler icin bu dokiiman kontrol edilmelidir.

9. LAMA VE iMHA SURELERI TABLOSU

Saklama ve imha siireleri tablosuna her bir departman bazinda hazirlanmis Kisisel Veri isleme
Envanteri’nde yer verilmekte olup, isbu envanterde slire¢ bazinda belirtilen sureler ile ilgili 6zet
tablo asagida yer almaktadir. Bununla birlikte, kigisel veri kategori bazinda belirlenmis olan

saklama siireleri Sirketimizin VERBIS kaydi esnasinda bildirilmistir.

Bu kapsamda iglenen kisisel veriler, aksine bir kesinlesmis mahkeme karari veya ihtiyati tedbir
karari bulunmadikca isbu Saklama ve imha Politika’sinda belirtilen hususlar dikkate alinarak

asagidaki tabloda belirtilen sireler boyunca saklanacak, sure sonunda ise imha edilecektir.

Kisisel Verileri Saklama ve imha Siireleri’ni gdsteren tablo kisisel veri isleme envanterinde yer alan
sureglerin  yurttilmesinden sorumlu departmanlarca, tereddut halinde KVK Komitesi

degerlendirmeleri de alinarak glincellenebilecektir.

Sirket tarafindan yiratllen is sureclerini etkileyecek ve veri bitunluginun bozulmasina, veri
kaybina ve yasal duzenlemelere aykiri sonuglar dogmasina neden olacak periyodik imhalar, ilgili
kisisel verinin kategorisi, kigisel verilerin yer aldigi ortamlarin 6zelligi ve ilgili kullanici tarafindan

dikkate alinarak ilgili uzman tarafindan yapilacaktir.
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Siire¢ Saklama Siiresi | Kanuni Dayanak imha Siiresi
is Kanunu kapsaminda
saklanan veriler (6rn; Kidem
tazminat, Ihbar tazminat, is iliskisinin sona 4857 Sayili is Saklama
Kotuniyet tazminati, Esit . o suresinin

; . ermesinden Kanunu ve ilgili e
Davranma llkesine aykirilik .. bitimini takiben
. . itibaren 5 yil mevzuat L

tazminatina konu olabilecek 6 ay icerisinde
bilgiler; bordro kayitlari, yillik
izin glin sayisI vs.)
is Kanunu kapsaminda
saklanan 6zlik dosyasina
|l|§k|r? verllgr (6rn; Kldgm o 4857 Saylll.l§' . Saklama
tazminati, Ihbar tazminati, Is iligkisinin sona |Kanunu ve ilgili siiresinin
Kotuniyet tazminati, Esit erdigi tarihten mevzuat/6098

Davranma ilkesine aykirilik
tazminati disindaki taleplere
konu olabilecek bilgiler; bordro
kayitlar, yillik izin gin sayisi vs.)

itibaren 10 yil

sayili Turk Borglar
Kanunu

bitimini takiben
6 ay icerisinde

is Kanunu kapsaminda
saklanan verilerden Sendikal
tazminata konu olabilecek
veriler (6rn; performans
kayitlari, disiplin cezalari, fesih
evraklarivs.)

Is iliskisinin sona
ermesinden
itibaren 10 yil

6098 sayili Turk
Borclar Kanunu

Saklama
suresinin
bitimini takiben
6 ay icerisinde

is sagligi ve giivenligi mevzuati
kapsaminda toplanan veriler
(or; ise giris saglik testleri,
saglik raporlari, isg egitimleri, is
sagligi ve glivenligi faaliyetlerine
iliskin kayitlar vs.)

Is iliskisinin sona
ermesinden
itibaren 15 yil

6331 sayili is Saglig
ve Guvenligi
Kanunu, is Saglg
ve Guvenligi
Hizmetleri
Yonetmeligi

Saklama
suresinin
bitimini takiben
6 ay icerisinde

SGK mevzuati kapsaminda
tutulan veriler (6rn; ise giris
bildirgeleri, prim/hizmet
belgeleri)

Is iliskisinin sona
ermesine
muteakip 10 yil

5510 Sayili Sosyal
Sigortalar ve Genel
Saglik Sigortasi

Saklama
suresinin
bitimini takiben
6 ay icerisinde
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formuvs.)

Siire¢ Saklama Siiresi | Kanuni Dayanak imha Siiresi
Kanunu ve ilgili
mevzuat
is iliskisini Saklama
is Kanunu uyarinca; calisan ile sH3 |.sm|n SoNa 14357 Sayili is siiresinin
ilgili mahkeme/icra bilgi ermesine Kanunu ve ilgili bitimini takiben
taleplerinin cevaplanmasi muteakip 10yiIl  Imevzuat 180 glin
icerisinde
Saklama
Calisan Erigim Kisitlamalari- 's |l|§k|.sm|n sona 4357 Sayl“.|§. . Sl.JreS.m.m .
Active Directory islemleri ermesine Kanunu ve ilgili bitimini takiben
yie muteakip 10yil  jmevzuat 180 glin
icerisinde
Saklama
siket oraklan ve yanetim G102 sayTarc | SUresiin
kurulu Gyelerine ait bilgiler (or: 10 yil icaret Kanunu bitimini takiben
huzur hakki 6demesi, kar pay!) 180 glin
icerisinde
Sirket ortaklari ve yonetim Pay defterinin S?klam?
.. . e saklanma . suresinin
kurulu tyelerine ait bilgiler (pay . 6102 sayili Tark e
. - zorunlulugu . bitimini takiben
defterinde yer alan kisisel . Ticaret Kanunu ..
. sebebiyle 180 gun
veriler) . e
Suresiz icerisinde
is Basvurusu/staj Basvurusu/ 6 ay Saklama
Burs Basvurusunun kabul suresinin
edilmedigi takt;hrdg Aday ) Sektsrel Teamil bltlml?l takiben
Basvurularina iliskin veriler (6r; 180 glin
CV, Cover Letter, Basvuru icerisinde
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icerigine iliskin kisisel veriler

Ticaret Kanunu

Siire¢ Saklama Siiresi | Kanuni Dayanak imha Siiresi
. . 6356 Sayil Saklama
Sendikal faaliyetler uyarica . suresinin
. o Sendikalarve Toplu| .. . . .
islenen ve sendika ile 10yl N . bitimini takiben
aylasilan kisisel veriler I Sozlegmesi 180 glin
paytas ¢ Kanunu . ‘g‘
icerisinde
Calisanlara Yonelik Kurumsal S S?klamg
iletisim Faaliyetleri uyarinca s iligkisinin sona suresinin
retisim raatyerer ty ermesine Sektorel Teamil | bitimini takiben
islenen veriler (Or; Katiimci . . .
. . muteakip 10 yil 180 glin
Listesi) e
icerisinde
Anketin Saklama
Galisan Memnuniyet dolduruldugu suresinin
san Memnunlyet yilin sona Sektérel Teamiil | bitimini takiben
Anketlerine Iliskin Veriler . .
ermesine 180 glin
muteakip 1 yil icerisinde
Sirket faaliyetleri uyarinca,
saklanmasi gereken ticari Saklama
defterler, ticari defterlerde yer 6102 saylli Tiirk syres.ln.m ‘
alan kayitlara dayanak 10yl . bitimini takiben
. Ticaret Kanunu R
olusturan belgeler, finansal 180 gln
tablolar, vs uyarinca icerisinde
islenebilecek kisisel veriler
Saklama
; . . suresinin
Qenel Kuru'l Islemleri uyarinca 1091 6'1 02 sayil Turk bitimini takiben
islenen veriler Ticaret Kanunu ..
180 glin
icerisinde
$F.rket|n taraf oldugu 6102 sayili Tark S?kla.m.a
sozlesmelerin kurulmasi ve 10yl suresinin

bitimini takiben
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Siire¢ Saklama Siiresi | Kanuni Dayanak imha Siiresi
180 gun
icerisinde
povarlamak etmesini 29417 sayl
P 19 15.07.2015 tarihli
tanitmak ya da kutlama ve . , Saklama
C Resmi Gazete’de .
temenni gibi iceriklerle L suresinin
N yayimlanan Ticari e
taninirligl artirmak amaciyla Tyl . . bitimini takiben
o e Iletisim ve Ticari R
alicilarin elektronik iletisim S 180 glin
. .. . L Elektronik Iletiler L
adreslerine gonderilen ticari icerisinde
o S Hakkinda
elektronik iletilere iliskin onay .. .
Yonetmelik
kayitlari
™
P 19 15.07.2015 tarihli
tanitmak ya da kutlama ve . , Saklama
C Resmi Gazete’de .
temenni gibi iceriklerle L suresinin
N yayimlanan Ticari e
taninirligl artirmak amaciyla Tyl . . bitimini takiben
D Iletisim ve Ticari R
alicilarin elektronik iletisim A 180 glin
. .. . . Elektronik Iletiler L
adreslerine gonderilen ticari icerisinde
o e Hakkinda
elektronik iletilere iliskin onay .. .
S Yonetmelik
kayitlari disindaki veriler
Sozlesmeden kaynakl Sozlesmenin Sjizm
iliskilerde iglenen kigisel veriler ° . 6098 sayili Turk e
N - sona ermesine bitimini takiben
(6r; sirket yetkilisi ad-soyad, . . Borglar Kanunu .
. S muteakip 10 yil 180 gln
imza sirkuleri vs.) L
icerisinde
Saklama
. e . suresinin
Ver.glsel kayitlara iliskin kisisel 5YiL 213 sayili Vergi bitimini takiben
veriler Usul Kanunu ..
180 glin
icerisinde
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Siire¢ Saklama Siiresi | Kanuni Dayanak imha Siiresi
Fatura/Gider pusulasi/Makbuz Sj:(elzrr:?\
gibi Vergi Usul Kanunu uyarinca 213 Sayil Vergi e
5yl bitimini takiben
tutulmasi gereken belgelerle Usul Kanunu 180 siin
islenen kigisel veriler . ‘g‘
icerisinde
5651 sayili Kanun | Saklama
(Sirket wi-fi agina suresinin
Ziyaretgilerin kisisel verileri 2yl erisim saglayan bitimini takiben
ziyaretciler 180 glin
acisindan) icerisinde
Saklama
CCTV kameralari uyarinca suresinin
guvenlik amacli olarak islenen 15 gln Sektorel Teamul bitimini takiben
kisisel veriler (kamera kayitlan) 180 glin
icerisinde
Enaz 2yl olmak [5651 sayili Kanun | Saklama
Calisanlarin Kisisel Verilerin yer | suretiyle is geregive TiB suresinin
aldig| ortamlara iligkin yaptig davalarina konu |(Telekomunikasyon| bitiminitakiben
erisimlerin Log kayitlari olabilmesi iletisim Baskanugl) | 180 giin
sebebiyle 10yil  [yonetmelikleri icerisinde
$|rket|nternefc asinin . 5651 Sayili internet
kullanilmasi, Internet Giris ve
N Ortaminda Yapilan
Uzaktan Baglanti esnasinda Saklama
. L e Yayinlarin .
islenen Trafik bilgileri (6r;IP .. . suresinin
. . . . Duzenlenmesive e
adresi, verilen hizmetin 2yl bitimini takiben
o Bu Yayinlar Yoluyla ..
baglama ve bitis zaman, . 180 gun
. e Islenen Suclarla e
yararlanilan hizmetin turd, . . .| icerisinde
. Micadele Edilmesi
aktarilan veri miktari ve varsa Hakkinda Kanun
abone kimlik bilgileri vs)
Musteri Bilgilerinden, TTK 6102 Sayili Turk Saklama
L 10 yil . .
md.82 uyarinca ticari defter ve Ticaret Kanunu suresinin
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Siire¢ Saklama Siiresi | Kanuni Dayanak imha Siiresi
kayitlara dayanak teskil eden bitimini takiben
faturalarin duzenlenmesine 180 gun
iliskin kigisel veriler icerisinde
Miisteri islem S?kla.m.a

LA I . suresinin
Bilgileri(Musterilerin 6098 sayili Turk e
. a 10 yil bitimini takiben
Talep/Sikayet/Onerilerine Borglar Kanunu 180 giin
iliskin Cagr kayitlari vs.) igerisinde
Potansiyel Musterilere iligkin S?kla.m.a
veriler (Or: cookies, linkedin Avrupa suresinin
. i o e 13 ay Birligi/Sektorel bitimini takiben
uzerinden profillemeye iliskin .. .
. Teamil uygulamasi| 180 glin
veriler) e
icerisinde

10. PERiYODIK IMHA SURESI

Kisisel Verilerin Silinmesi, Yok Edilmesi Veya Anonim Hale Getirilmesi Hakkinda Yonetmeligin 11.
maddesinde “Kisisel veri saklama ve imha politikasi hazirlamis olan veri sorumlusu, kisisel verileri
silme, yok etme veya anonim hale getirme ylkimliiliigiiniin ortaya c¢iktigi tarihi takip eden ilk

periyodik imha isleminde, kigisel verileri siler, yok eder veya anonim hale getirir.” denmektedir.

Bu kapsamda Veri Sorunlusu olarak YPS Otomotiv Sanayi ve Ticaret Anonim Sirketi saklama suresi
sona eren ve kisisel verinin saklanmasini gerektirecek baska herhangi bir veri isleme amaci mevcut
olmayan kigisel verileri, saklama slresinin sona ermesini takiben 180 gun (6 ay) i¢cerisinde anonim

hale getirmektedir.

11. iLGiLi KiSiNiN TALEBi UZERINE SILME VE YOK ETME SURELERI
ilgili kisi, YPS Otomotiv Sanayi ve Ticaret Anonim Sirketi’ne basvurarak kendisine ait kisisel verilerin

silinmesini veya yok edilmesini talep ettiginde, Sirketimiz;
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a) Kisisel verileri isleme sartlarinin tamami ortadan kalkmissa; talebe konu kisisel verileri isbu
politika uyarinca siler, yok eder veya anonim hale getirir. Sirket, ilgili kisilerin silme veya yok etme

taleplerini en ge¢ “otuz gun” icinde sonuglandirir.

b) Kisisel verileri igsleme sartlarinin tamami ortadan kalkmis ve talebe konu olan kisisel veriler
Ucuncu kisilere aktarilmigsa; bu durumu aktarim yapilan t¢lincu kisiye bildirerek s6z konusu kigisel

verilerin silinmesi veya yok edilmesini talep eder.

Kisisel verileri isleme sartlarinin tamami ortadan kalkmamigsa, bu talep Kisisel Verilerin
Korunmasi Kanunu’nun 13. maddesinin Uuglncli fikrasi uyarinca gerekgesi aciklanarak
reddedilebilir ve ret cevabi ilgili kisiye en ge¢ “otuz gun” icinde, ilgili kisinin talebine uygun olarak,

yazili olarak ya da elektronik ortamda bildirilir.

12. KisiSEL VERILERIN SAKLANMASI VE iIMHASI POLITIKASINDA YAPILACAK GUNCELLEMELER
Sirket, KVK Kanunu’nda yapilan degisiklikler nedeniyle, KVK Kurumu kararlari uyarinca ya da ortaya
cikacak gelismeler dogrultusunda, Kisisel Verilerin islenmesi ve Korunmasi Politikasinda ya daisbu

Kisisel Verilerin Saklamasi ve imhasi Politikasinda degisiklik yapma hakkini sakli tutmaktadir.

isbu Kisisel Verilerin Saklamasi ve imhasi Politikasinda yapilan degisiklikler derhal metne islenir ve
degisikliklere iliskin aciklamalar politikanin sonunda aciklanir. isbu politikada yapilacak
guncellemeler Sirket tarafindan onaylanmasi Uzerine revizyon ve onay tarihi ile birlikte

www.yps.com.tr adresinde, kurumsal intranet agi icerisinde yayimlar.

13. YORURLUK

isbu Kisisel Verilerin Saklanmasi ve islenmesi Politikasi ve ileride yapilacak giincellemeler,

www.yps.com.tr adresinde yayimlanacak olup, ayrica, Sirketimizin kurumsal intranet ag

Uzerinden ¢aligsanlarimizin erisimine sunulacaktir.

DOKUMAN GUNCELLEME TABLOSU
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Politika Maddesi Politika Versiyon Yayim Tarihi Degisikligin
Alt Tanimi
Maddesi
1.2 | . 2026 Kigisel Verilerin

Saklanmasina ve
imhasina iliskin
Politika
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